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Abstract—Replicating research findings is among the most substantial evidence that a scientific claim reflects a real phenomenon
rather than chance, bias, or idiosyncrasies of a single laboratory. In malware security, however, replication is especially difficult and is
widely regarded as one of the most challenging areas for reproducible research. Those difficulties arise from the domain itself:
malware is inherently hostile, constantly evolving, and entangled with legal and ethical constraints that limit data sharing and
experimental control. To address these barriers, this study developed a novel malware voting system that aggregates multiple analysis
sources to produce robust labels and, in doing so, generated a new, carefully curated dataset. Using that dataset, we successfully
replicated the malware classification experiment originally proposed by Hsiao et al. (2019), replicating key performance patterns and
verifying central claims about classifier behaviour. To validate the voting system and dataset, we verified visual cluster consistency
using perceptual hashing techniques and measured classifier generalisation under varying N-way constraints. The results demonstrate
that our voting approach yields consistent labels that enable faithful replication while mitigating some domain-specific obstacles. This
work therefore provides both a practical tool for future studies and empirical evidence that replication in malware research, though
difficult, can be achieved with thoughtful methodology and rigorous safeguards.
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